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KoruiTuBHi MeTOAM NPOTHII iHCAlIepCHKHUM i CKJIAJHUM Ki0epaTakam:
anaui3 innuaenty B IT-inppacTpykrypi AT «Ykp3amizsHuns»

23 b6epesns 2025 poxy 6 IT-cucmemi AT « Vrpzaniznuysy 6y10 3agikcoéano macuumabHutl mexHiyHuu
3011, WO Npu36ie 00 MUMHACOB0I HeOOCMYNHOCMI OHIAUH-CEePEICie 3 Npooaicy KEUMKI8, OIOKYE8AHHS
CepeiCHUX KaHANi8 KOMYHIKAYIl ma empamu 00Cmyny 00 KpUMu4HUX onepayiiunux Oanux.

Hocniosceno, wo yeil iHyuoeHm mac Xapakxmepucmuku CK1aO0eHoi Kibepamaku, sKad 6paxogye
MpaouyiliHi 8eKmMopu 3068HIUHLO20 8MPYHAHHA (HANPUKIAO, amaxk Ha 8e6000amxu ma niamgopmu
eeKMPOHHO20 00CIY208Y8AHHS), A MAKON’C NOMEHYIUHUL IHCAUOepChbKUlli KOMNOHEHM, Wo NIOCUTIOE
PYUHIBHUNI edhekm. AKmyanvHicmb OOCTIONCEHH NO08 SA3aHa 3 HeOOXIOHICMIO 8UABLeHHA md NPomuoil
NOOIOHUM KOMNAEKCHUM 3A2PO3aM, Oe Mpaouyilini 3acobu MOHIMOPUH2Y Ul peacy8aHHs GUABIAIOMbCS
He0OCMamHubo epekmusHumu. Y cmammi 3anponoHo8aH0 KOSHIMUSHI Memoou iHOUKayii incauoepcoKux
i cknadenux Kibepamak, 30Kpema 2iOpuoHi cucmemu WMy4HO20 IHMeLeKmy, Wo NOEOHYIOMb CUMBOITUHI
ma Hetipomepedicesi memoou ananizy nooit. Pozxpumo moociueocmi nogedinkosoi ananimuxu, Bayesian
Belief Networks, Graph Neural Networks ma inwux Mmooenel, CNpIMOSAHUX HA IHMeZPayiro
@pacmenmapuux cueHanie ma OHMONOIYHY pekoHcmpykyito amaxu. OOIPYHmMOBaHO HeoOXiOHicmb
60y008y8amMu KOSHIMUGHI azenmu y npoyecu 300py ma 00pooKu OAHUX 3 PIZHOMAHIMHUX IHGOPMAYIIHUX
KAHAi6, o0 CB0EUACHO BUAGISAMU AHOMALHI WAOIOHU Y OILIbHOCMI CRIBPOOIMHUKIS, KOHMPA2eHMIE |
306HIWHIX NIOKTIOYEHD.

3pobreno 6ucHo80K npo 0oyinbHiCMb OPMYBAHHS EOUHO20 HAYIOHANLHO2O KOSHIMUBHO20 YEeHmp)
peazysanna Ha iHyuoenmu 6 kpumuuniu IT-ingppacmpykmypi, axuil Ou iHmezpysas nosediHKosull,
CMAamucmuyHuil ma OHMoN02iuHUL ananis nodit. OKpecieHo nepcneKmusu 3acmocy8aHHs MAKUX cucmem
V PeanbHOMy MAcuimabi KpUMUYHO 8ANCTUSUX 00 €KMIB, a MAKONIC MONCIUBL 0OMEINCEeHHS | Hanpamu
ROOANLUUX HAYKOBUX OOCTIOdICEHb Y 2any3i KibepbesneKil.

Kniouosi cnosa. xibepamaxa, wmyunuti iHmenekm,; IHCAUOEPCbKI 3a2po3u  6MPYUAHHS,
OazamomipHuil ananiz, KOSHIMUGHI azenmu.

AxryajbHicTs TeMH. CydacHi JOCHIIHUKHY B rajy3i KiOepOe3lnekn HaroJomyTh Ha 3pOCTaHHI KiIbKOCTI
IHCal/IepChKUX 3arpo3, 3yMOBJICHUX SIK HeN0AIMMH JisSIMH IEpCOHaNly, TaKk i HaBMHCHUM ULIKiJUIMBUM
BTpy4aHHsM [3]. YV noenHaHHI 3 NOMIMPEHHMMH METOJAaMH 30BHIIIHBOTO 3JIaMyBaHHS TakKi 3arpo3d MOXYTb
YTBOPIOBATH CKJIagHI (KOMIIO3WTHI) aTakW, IO MiABHINYE CKIATHICT iXHBbOro BusBIeHHS [4]. Tpamumiiiai
CUCTEMH MOHITOpPHHTY (Hanpukiay, SIEM-pileHHs) nmepeBakHO 30cepe/KEH] Ha MOTOII TOIH PiBHSI MEPEKEBIX
MPOTOKOJNIIB abo Jor-aimiB, aje He 3aBXIM BpPaXOBYIOTH TJIMOMHHI ITOBEIIHKOBI YH KOHTEKCTYallbHI
iHguKaTop [5].

AHaJti3 ocTaHHIX AocaiTKeHb Ta myOaikaniii, Ha sAKi cnupaloThest aBTopHu. Tema iHcalIepcbKUX 3arpo3
rMOOKO JoCiiKeHa Yy mpausx [7-9], e po3rsfaloThes NEPeBAXKHO ITOBEIIHKOBI MOZENI IEpCoHaly Ta
TICUXOMETPUYHI MapKepH pu3HKy. [[ponOHYEThCSI METOI0JIOTiSI KOTHITHBHOI aHAITHKH, 1[0 MiCTUTh HMOBIpHICHI
rpadoBi mozneni (Bayesian Belief Networks) i ribpuaHi ciCTeMH IITYYHOTO iIHTENIEKTY, SIKi aKTHBHO PO3BUBAIOTHCS
y mocmimkeHHsx [ 10—12]. Bizomo, mo Ha TeOpeTHIHOMY PiBHI c(hopMyBaBCs MiAXiJ A0 TOETHAHHS PI3HUX KEpel
maaux (jor-¢aimie, Tememerpii, HR-meTpuk, cormianpHOi imkeHepii) y e€IuHMA OaraTOBUMIpPHHH TIPOCTIp
anaizy [13]. le 103BOIIsE PO3UIMPUTH TOPU3OHTH Ta TIMOMHY IETEKTYBaHHS 3arpo3.

Metoro crarti € anamiz iHnuaenty B IT-indpactpykrypi AT «YKp3amizHULIS» 13 3aCTOCYBaHHSIM
KOTHITUBHHX METOMIB IS NOCIIKCHHS 30BHIIIHIX (DaKTOpiB, sKi BIUIMBAIOTh Ha iHCAlilepchki mii. BaximBo
NPOLTIOCTPYBAaTH €(EKTHUBHICTh KOTHITUBHUX areHTiB Ta IHTETPOBAaHMX KOTHITMBHHX CHCTEM JUIS JAETEKii
AHOMAJIBHOI TOBEIIHKH. [IpaKTHYHOIO IHHICTIO BAPTO BBAXKATH MOXKJIMBICTD OLIHUTH, HACKLIBKN BIIPOBAKEHHS
IITYYHOTO IHTEJIEKTY W OHTOJIOTIYHMX MiIXO/IB MOKPAILye BHUSBJICHHS IHIHUICHTIB y PEKUMI PEaTbHOTO 4Yacy.
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A TakoX 3ampoloHyBaTH pPEKOMEHJalii II0J0 PO3BUTKY HAIIOHAJBHOTO CETMEHTa LIEHTPIB pearyBaHHS Ha
IHI[UJICHTH, OPIEHTOBAHUX HAa KOTHITUBHUI aHAJI3 3arpo3.

BuknageHHss ocHoBHoro martepiaay. Po30OynoBa cixmagHux iHGOpMAIifHUX CHCTEM Ta KPHTHIHUX
iHpPACTPYKTYp, TakuxX K Mepexa AT «Ykp3ami3HUI), HEMHHYYE CYIIPOBOKYETHCS MiABUIICHIMA PH3UKaAMHI
kibepaTtak. CydacHi aTaKy 9acTO MArOTh OJIBEKTOPHUH Ta KOMOIHOBaHHN XapaKTep, KON 3aCTOCOBYIOTHCS Pi3Hi
TEXHIYHI BEKTOpPH TMPOHWKHEHHS Yy TIIO€JHAHHI 3 COIIaJbHO-IH)KEHEPHUMH TEXHIKAMHA Ta IIOTCHIIHHO
iHCalaepChKUMH BTpydaHHsamH [ 1, 2]. [amuaent, mo craBes 23 6epesnst 2025 poky, cTaB IMOKAa30BUM IS aHATIRY:
3yIUHKA OHJIAWH-CEPBICIiB Ta OJIOKyBaHHS (QYHKIIOHATY MPH3BEIH 10 BiAIyTHUX CKOHOMIYHHX BTPAT, a TAKOX J0
COIIaJIbHOT'O PE30HAHCY.

HaykoBa Ta nmpakTH4YHa I[IHHICTb L[LOTO JIOCHI/DKEHHS TIOJISTAa€e Y 3aCTOCYBaHHI KOTHITMBHUX ITiJXOJIB, IIO
00’€IHYIOTh METO/IU IITYYHOTO IHTEJIEKTY Ta OHTOJIOTIYHOT aHAITUKH, TAI0Th MOXKJIUBICTh CTBOPIOBATH CUCTEMH
IMOIIOro po3yMiHHS TPOLECiB, sKI BinOyBatoThCst yceperauHi ckimamuux IT-iHppactpykryp. Taki mimxonu
JIO3BOJISIIOTH HE JIMIIE pearyBaTH Ha BiJIOMi ATEPHU 3arpo3, a i MporHO3yBaTH MOTEHLIHHO HOBI CIieHapil aTaku
Ta paHille HEeBiJIOMi BEKTOPY NPOHUKHEHH [6].

Iarepdetic cepric-momaTkiB AT «YKp3ami3HAID) HAa MOMEHT (iKcallil iIHIUACHTY HaBeIEHO Ha PUCYHKY 1.
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B HalLuMX oHNavH-cucTemax
CNoOCTepIiraeTbCA TexHi4YHuM 36in

TumMmyacoso He Npauoe Npoaax KBUTKIB Yyepes 3aCTOCYyHOK Ta caur,
OHNavuH cepBicvn 3aMoOBJIeHHA nocnyr 1a OHnaFIH’FIiATPMMKa.

MpuabaTn KBUTOK Ha BCi BHYTPILLHI NM0I3aM, a TAKOX MDKHAPOAHI Noisauv
BiAnpaskoo 23 i 24 6epe3Hsa MOXHA B Kacax YKp3ani3HuLi Ha Bok3anax.

Ina BincbkoBOCNYX60BLIIB KBUTOK MoXe ByTu opopmneHun npsamo Ha
60pTy HauaNbHUKOM Moi3aa.

KLU0 BM HE MOXeTe 3aBaHTaXUTu KBUTOK, NpuabaHunin oHnanH,
nepesipTe Bally efleKTPOHHY NowTy, Tyau mae aybniosatuck PDF-kBUTOK.
KL | e He BAAETLCH, NPpUXoabTe NPOCTO Ha rnocaaky Ao noisaa, ane
6aXkaHo NpuHaMMHI 3a 20 XBUNUH A0 BiANPaBKW.

K110 BU BiltcbKoBOCNYX60BeLb | KyrnyBanu KBUTOK OHIalH Yepes cepBic
ApMisi+ Ta HE MOXETEe 3aBaHTAXKMUTU LLEN KBUTOK — 3B'sSDKITbCA 3 HAMU B
KOMEeHTapsax Ha Hawin odiuindin crtopiHui y Facebook — mu oneparusHo
nigxonMmo i Nocagumo Bac y noTpibHuml noisg.

Puc. 1. Inmepgeiic cepgic-oooamxie AT « Vkpzaniznuys» Ha momenm @ixcayii inyuoenmy

Y nocnmimpkeHH] 3aCTOCOBaHO KOTHITHBHI allTOPUTMHE Ta IHTETPOBaHI CTATHCTHUYHI METOAM, IO TPYHTYIOTHCS
Ha MIiAXOIi, J¢ 00’€MHYIOTHCS IOCTIKCHHS Yy Taly3i MOBEHIHKOBOI aHANITHKH, HMOBIpHICHUX MoJeneil Ta
KibepOe3neKH.

3acTocyBaHHS CHUTYaIliHOTO aHami3y (Situation Awareness) mepeadadae cucTeMaTHUHUR 30ip, 0OpoOKy Ta
IHTepIpeTaniio JaHUX 3 PI3HUX JUKepen (JIOTH MOAill, MepexxeBi Tpadiku, KypHanu aBTeHTHdIKaIi, ¢aiinosi
aKTUBHOCTI, TOKa3HUKK CUCTEM MOHITOPHHTY TOIIO0) 3 METOIO PEKOHCTPYKIIii 3araibHOi KapTuau aTaku [14]. dis
IIBOTO BUKOpPHUCTOBYeThCs 3Mmimanmii (Mixed Methods) miaxia: sxicHuit aHami3 (BHUABICHHS HETHUIIOBHX
MOBE[IHKOBHUX CIIEHApiiB) MOEAHYETHCS 3 KiJIBKICHOIO OMIHKOI PH3WKIB Ta 9acToTH iHIMIAeHTiB. Kpim Toro,
3IHCHIOETHCS IOPIBHSUIBHUM aHAII3 13 MonepeaHiMA KibepaTakaMy B OpraHi3alisx 3ajli3HHYHOTO CeKTOpy (InaHi
3a 2014-2024 pokn), 10 J03BOJIsIE BAOKPEMUTH TTOTEHIIHHI NIa0JIOHN aTaku, XapakTepHi came JJIsl KpUTHIHUX
TPAHCHOPTHUX cUcTeM [15].

KorHiTnBHI cucremMu MOXYTh BpaxOBYBaTH CEMaHTHUYHI Ta KOHTEKCTyallbHI IHIMKATOpH (HAIIPUKIA,
aHOMaJIbHA TTOBEJ[IHKAa KOPUCTyBava y HIYHHMH 9ac abo 1mo3a MexaMu poOOvoro MpUMILIEHHs) 1 HOeIHyBaTH iX i3
JIOTIYHUMHU NpaBHJIaMH, 3aKJIaJeHUMHU y cuctemy [16]. IIpu 1iboMy MpoBOAMTHCS OHTOJIOTIYHUM aHami3, a caMme
OynyeTbes hopmarbHe ysBIEHHS (OHTOJIOTIS)) PO MOJKIIMBI CleHapii aTaky, 3B’ I3KH MIXK yYaCHUKaMHM IpoLecy,
THUIIAMH PECYPCiB 1 BPa3nuBOCTEH.
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BaxnmBo cTBOpHMTH MOAENi BUSBICHHS iHcaWiepiB. Hampukian, npu iHcaljepchkidi 3arposi 4acto
3acTocoByeThest minxig Bayesian Belief Network (BBN), ne moxii (Hampukian, OaraTopa3oBe HeNpaBUIIbHE
BBEJICHHS MapoJsi, He3Bu4aiHi omeparnii 3 bJl, Bukopucranuas USB-HociiB 6e3 103BONIy) CIYT'YIOTh By3lIaMu B
Mepexi, a IMOBIPHOCTI IX B3a€MO3B’A3KiB OHOBITIOIOTECS B pealbHOMY Jaci.

Jis netanpHOTO aHANi3y aBTOpaMH TIPOMOHYEThCS (opmanbHa Mozaenb (1), ska BimoOpaxkae cymapHy

anocrepiopHy #imogipricts P(Insider) Ha ocHOBI cykynHocTi o3Hak E = {ej, €;, ..., €,} :
P(E| Insider )-P( Insider )

P(Insider | E) = ) . (1)

Ockinbku P(E) moxe 0ytu poskianeHo sk P(E) = (P(E | Insider) - P(Insider))/P(Insider | E), cucrema
Ma€ 3MOTy JAWHAMIYHO OHOBIIOBATH OLIHKY PH3HKY iHCAHAEPCHKOi aKTMBHOCTI MPH HAJAXOPKEHHI HOBHUX TaHUX
[17, 18].

Buxopucranas Graph Neural Networks (GNN) s BUABIEHHS CKIAICHHAX aTak IJO3BONMIO BimoOpaswTh
CYKYIHICTh IOl Ta B3aeMOmiil (BKJIIOYHO 3 KOPHCTyBayaMH, CHCTEMaMH, CepBicaMu) y BUTILALI rpada, ae
BEPIINHM — I1e Cy0 €KTH 4H 00’ €KTH (KOpUCTYBad, cepBep, 6a3a nannx), a pedpa — karamm 3B’ 513Ky Ta aii (HTTP-
3amutu, SQL-3anuTH, aiinosi onepauii Tommo) [19].

Y KOHTEKCTI CKJIaJJIeHUX aTaKk KO)KHa BEPIIMHA 4u pedpo MicTUTh (idi (HanpuKiIaj, 4ac J00u, TUII orepariii,
KPUTHYHICTh JaHNX ), Ha 0cHOBI iIKUX GNN HaBUa€ThCS BU3HAUATH, UM € Lieil hparMeHT rpada migo3piium.

JIyis TakuX BUXITHUX JaHUX MOxke OyTH moOymoBaHa (opManbHa MOJEIb (2), sika y3aralbHEHO JEMOHCTPYE
¢yHkuito [, 0 OHOBIIIOE BEKTOPHUI CTaH KOXKHOI BEPLIMHU V; Ha K-i iTepalii, BUXOIM4YM 31 CTaHiB ii cyciniB

N(i):
W =1 (h {1 enm)), @

ne hgk) — BEKTOp craHy (eMOemiHT) BepIMHU i Ha itepauii k, a ' — HeniHiliHa QyHKLIs, Ky HapaMeTpu3ye
HelpOHHaA MepeKa.

Hamnpukinni npouecy ¢opmyerses riio0ajbHa OLIHKA PU3HMKY JUIS BChOro Tpada 4u Al OKPEMHX HOro
niarpadis, mo BimoOpaxae iMOBIpHICTb CKiIaneHoi ataku [20].

Jns ananizy iHumaeHty 23 Oepesnst 2025 poky Oyno cdopmoBaHo BHOIpKY 3 moHan 12 MUTbHOHIB MOMiiH
6e3mnexu 3a nepion 01.03.2025-22.03.2025 BKIIOYHO i3:

a) samucamu SIEM-cuctemu (MepexeBi mo/ii, ineHTu(hiKoBaHI MOXKIIHBI BPa3IHBOCTI);

b) nmoramu cepBepiB BeGaOAATKIB 1 6a3 qaHUX;

¢) HR-manumu npo podoui rpadiku, 3MiHK IEPCOHAINTY, TOCTYIH 10 PECYPCIB.

Takox momatkoBo OyJo 3i0paHO iH(OpPMAIiI0 PO aHOMANBHI BXOIU Ta aBTeHTH]iKamii 3 HeTumoBumu [P-
apecaMu i YaCOBUMH MOSCAMH.

PesynbraT emmipudHOTO aHamily HaBelneHO B Tabmwmi 1, BioOpa)XeHO 3aCTOCOBaHI MapaMeTpH Ta OIUC
3aCTOCOBaHMX METOJIB KOTHITHBHOI JIeTEKIii 3arpo3.

Tabauys 1
Tapamempu ma onuc 3acmoco8anux Memooie KOCHIMUGHOI demexyii 3a2po3
IMapamerp Onuc Jxepesio nanux
Iepiox 360py 01.03.2025-22.03.2025 ApxisHi jioru, SIEM
KinbkicTh momii 12000000 + CymapHo 3a BCi pkepena
Mepe:xesi, ¢aitnosi, HR, Jlor-taiinu, SIEM,
Tunu manux . .
3aIUCH JOCTYIIIB JIaHi KOHTPOJTIO
KinmpkicTs mingo3pinux 18 Bussneno 3a mornomororo IDS/IPS
T AMEepexR Ta paHHBOI AHATITUKA
MeTox BUSBICHHS Bayesian Belief Networks, SIEM-arperaropH, miaThpopMu
iHCalIepiB KOTHITHBHA aHAJIITHKA Al/ML
MeTo BUSBIECHHS Graph Neural Networks, BrnacHa peanizanis + Momymi
CKJIAJICHUX aTaK KOpEJLSIIHHUI aHaTi3 Python

Jlogioka: po3pobka aBTOpiB

VYci MeToau AOCTiKEHHSI Peali3oBaHO 3 BAKOPUCTAHHAM IHCTPyMEHTapilo MOB nporpamyBaHHs Python ta R
3 JoaaTkoBuMHu OibmioTekamu it moOynosu Bayesian Networks (Hanpukian, pgmpy) Ta 1uist MmoaenoBanas GNN
(6i6mioTexn PyTorch Geometric i DGL).

Ha ocHOBI BHKJIQI€HOTO TOCTIKESHHS, IPOBEICHO OaraTOBUMIipHUIA aHaui3 iHIuAEHTY B IT-iHbpacTpykTypi
AT «Ykp3ami3Huips», mo crascs 23 6epesnst 2025 poky.

Bussieno, 1mo 3a TWKACHD 0 IHIUASHTY 3HAYHO 3pOCia KiJbKiCTh HECAHKI[IOHOBAHUX CMPOO JAOCTYIY JI0
BHYTpimHiX cepBepiB (mpubnmu3no wHa 40 % mpoTH cepeaHbOMICSYHUX MOKa3HHKIB). IIpH 1IbOMY OIHOYACHO
3apeecTPOBaHO 301IBIIEHHS BHYTPIIIHFOMEPEKEBUX NepeHANPaBICHb JaHUX 3 MAPKETHHIOBOTO MiAPO3IITY 10
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Bignanenux IP-anapec, siki HaneXxaTh He3apeecTpoBaHUM IapTHepaM. B minomy cuctema BBN npopemoHncTpyBana
3pOCTaHHs alloCTEPiOPHOT BIpOTITHOCTI ClIieHapito «iHcaiepchKa 3arpo3ay Bia noyatkosux 0,02 mo 0,25 (y neHs
nepes iHIUAEHTOM), IO € CYTTEBUM CHT'HAJIOM IiIBHIICHOTO PH3HKY.

BrpoBampkeHi KOTHITHBHI areHTH aHAJi3yBalll IMOBEAIHKY KOPUCTYBaUiB y KOHTEKCTI ONEpAIliifHAX pOJIEH:
BUSIBJICHO P aHOMANii (HANpHUKIaA, POOITHUKM TEXHIYHOTO BIIIUTY 3AIMCHIOBAIH IOCTYI O MapKETHHTOBOL
CRM-cucremu 6e3 y3romkeHoro 103Boiy). [loOynoBana cucteMa mo3Bomiia 00’ €fHATH JIOTi4HI IpaBMia (SK-OT:
«IOCTYTl IO BHUCOKOYYTIMBUX CETMEHTIB IOBHHEH 3iHCHIOBATUCS JIMIIE y POOOYHMHA Hac, OKpIM BHIAJKiB
aBapiHOTO 0OCITYTOBYBaHHAY) i3 MIa0IOHAMU 3 MAIIMHHOTO HAaBYaHHS (HAIPUKIIA], «ayAUTOP iACHTU(IKOBAHO Y
CHCTEMI Yy HETUIIOBHH JICHBY).

MonenroBaHHs ckiIaeHUX arak 3a gonomororo GNN majgo MOXIHMBICTH NpoaHali3yBaTH rpad B3aeMoiid
(monii 3a 20.03.2025-22.03.2025) Ta BUABUTHU KijbKa IIUILHO MOB’s3aHUX Hinrpadis, y SKMX BUPILIAJIbHY POJIb
BiZlirpaBaJi 1Ba BHYTPIIIHI By3u (NpauiBHUKY 3 ineHTH(ikaTopamu EMP 5543 ta EMP_6621). [TinpaxoBaso,
o Koe(ilieHT MEeHTPANLHOCTI 32 METPHUKOI betweenness centrality s mux IBOX By3JiB 3pic y 7-9 pasiB 3a
48 ronuH N0 IHIMAEHTY HOPIBHSAHO 3 monepeaHiMu nepiogamu. Pesynpratn GNN-rimacudikarii cBigyaTs mnpo
BHUCOKY #moBipHicTh (~ 0,82) Toro, mo araka Mana CKIameHHU XxapakTep (TIO€IHAHHS TEXHIYHOI eKCIUTyaTarlii
BPa3IMBOCTEH Ta iHCAWIEPCHKUX Miif).

BuxoHaHO MOpPiBHAHHS €(EKTHBHOCTI Pi3HUX METOMIB AeTekmii. Ha pucyHKy 2 HaBeneHO rpadik TOUYHOCTI
(Precision) ta moBHOTH (Recall) xns Tppox MetoniB gerektyBanHs: TpanumiitHi SIEM, koraitusHi areaTr +BBN,
korHitTuBHa cucrema + GNN. Ilpu npomy mo oci X BigkmageHo 3Hauenns Recall (Bim 0,0 mo 1,0), mo oci
Y BigknazaeHo 3HaueHHs Precision (Bix 0,0 mo 1,0), a koxHa KpuBa BimoOpaxae B3aemo3B’s130k Precision-Recall
JUTS BIATIOBIZIHOTO METOMY ACTEKIlii. AHANI3 pe3y/bTaTiB Ha JiarpaMi IEMOHCTPYE, o Tpaauuiiiauii SIEM mae
HIDKYI 1oka3HuKU Precision i Recall nmopiBHsHO 3 iHIIMME, OCOOJIMBO TPH BUCOKIH KiNBKOCTI MaJIONOMITHUX
nozid. [Ipu nbomy KorHITHBHI areHTH +BBN 1eMOHCTPYIOTh Kpallll pe3ysibTaTy, niasuinytodn Recall maiixe 10
0,75 npu 30epexeHHi TOCTaTHBOTO piBHs Precision (6musbko 0,7). I BU3HAYCHHX MapaMeTpiB KOTHITHBHA
cucrema +GNN nae 3Mory focsrty e Buiioro piBas Precision (0,85) mpu Bucokomy Recall (0,80), mo Bxasye
Ha OUTBII e(DeKTUBHE BUSABICHHS CKJIaICHUX aTak.

1

0.5

Precision

o.a

—&— TpafuifiHmia SIEM
—S— KOrHiTHaH areHTm + BEN
HKOrHiTHeHa cucTema + GRM |

o o.1 0.2 0.3 o.a 0.5 0.6 o.7 o.8 0.9 1
Recall

Puc. 2. Cnigsionowenns Precision-Recall ons pisnux memooie demexyii 3a2po3

V tabnuii 2 HaBeIeHO MOPIBHIHHS OCHOBHUX MoKa3HUKiB eexTuBHOCTI (AUC, Precision, Recall, F1-score)
Ta NPUOIM3HUX OOYMCIIOBAIEHUX BUTpaT (4ac 0oOpOOKM, BHKOPUCTAHHS I1aM’sITi) AJIsi KOKHOTO 3 METOJIB.
B Tabmumi 1 ta pucyHky 2 BKazaHO HOPMOBaHI BelIW4MHM i3 niarnazonoM Bifg 0 mo 1. Hynb o3Hauae MiHiManbHe
3HAYCHHS, OJIMHUI — MAaKCUMAJIBHE.

Tabnuys 2
TopiensinHa OCHOBHUX NOKA3HUKIE eqheKmUeHOCHI
Metox AUC Precision Recall F1-score
Tpaguuiriauit SIEM 0,69 0,65 0,55 0,59
Kornitusai arentu + BBN 0,78 0,70 0,75 0,72
Kornitusaa cucrema + GNN 0,88 0,85 0,80 0,82

Jlogioka: po3pobka aBTOpiB

131



Texniuna insceHepis

Takum unHOM, KOTHITUBHA cucTeMa +GNN BusBHiacs HalOLIBII Pe3yJIbTATHBHOO, X04a 1 BUMaraia OiibII
CYTTEBUX OOYMCIIIOBAILHHUX pecypciB. SIK MoKa3zayu mepii eKCIepUMEHTH, rpadoBi MOJEN Kpallle BIOBIIOIOTH
CTPYKTYpY Ta JUHAMIKY B3a€MO/IiH, 110 € BUPIIIAIBHIM I AETEKTYBaHHS CKIaJCHUX aTak.

OtpuMaHi pe3yiabTaTH MiATBEPIPKYIOTH TIiMOTE3W TMPO HAsIBHICTH I1HCAWIEPCHKOTO KOMIIOHCHTY B
PO3TIISIHYTOMY IHIMACHTI Ta MOIUIBHICTh BHKOPHCTAHHS KOTHITHMBHUX IIIXOMIiB /i HOTO BHSBICHHS.
AHai3yl0ul CHiBBIOHOIICHHS 3 BHCYHYTHMH TillOT€3aMH Ta 3aBIAHHAMH, MA€MO pe3yIbTaTH, SKi UiTKO
BKa3YIOTh, IO TpamuliiHi 3acobu (SIEM) HemooIiHOBaIN CKIIaIeH] 3arpo3u 3 iHCAlIepChKOI0 KOMIOHEHTOIO,
rirmore3a npo MoTpedy KOTHITHBHUX PillleHb MiATBEpXKEeHa. BaknBo 3ayBayKHTH, 1110 3aCTOCYBAaHHS KOTHITHBHUX
areHTiB 1 rpadoBux moneneit (GNN) 103BoJMIO0 NOCSITTH BUIOT TOYHOCTI Ta TOBHOTH JETEKIIil, 10 BiJIOBinae
IUJT1 JOCITIKEHHSI — CTBOPUTH KOHLIENTYaJIbHY MOJIENIb €()EKTUBHILIOTO BUSBJICHHS. 3a pe3yIbTaTaMH €KCIIEPTH3H
MOZIM BUSIBJICHI IBOE ITiI03PIOBaHMX MPAIiBHUKIB 13 HecTaH1apTHOO noBeninkoo (EMP 5543 i EMP_6621), mo
CBIIYUTH NPO BHCOKHH PIBEHb MOBEAIHKOBOIO PU3UKY, IO 30iraeThcs 3 3aBAaHHSIM BEpU(IKyBaTH HasBHICTH
iHCalIepiB.

Slkmo mopiBHIOBATH OTPHMAaHI Pe3yNbTaTH 3 IHOIMMH ITyOJIKAaI[isIMH, TO HaIll Pe3ylbTaTH KOPETIOITH i3
TBEepUKEHHSIMH B [8, 9], 1€ Takok moka3aHo, o eheKTUBHICTD TPaIUIi HHAX MiIX0iB 0OMexeHa 6e3 ypaxyBaHHsI
JFOJICEKOTO YMHHHMKA. BamuBicTh 10T0 mociimkenns [10, 16] miateepmkyroTh mepeBaru Bayesian Belief
Networks 1100 paHHBOTO BHSBJICHHS I1HCAWIEPCHKUX 3arpo3. AHAJOTIYHUM YHMHOM HenaaBHi mpari [19, 20]
JIEMOHCTPYIOTh, 0 GNN naroTh 3HAYHUHN MPHUPICT SKOCTI KiIacu}ikalii CKIaIHUX B3a€MOIHN y KibeprmpocTopi.

3anponoHoBaHi JOCIHIIKEHHS POBOAMINCS B YMOBaX 0OMEXEHb. Y JOCIIIKEHHI 3/1e0UTBIIIOTO PO3TIISIABCS
onH KoHKpeTHHH iHIuAeHT (AT «Ykp3anizHuisy»). Xoda o0csr faHux OyB 3HAYHUM, TeHepali3allis pe3yJIbTaTiB
Ha iHOI raiy3i nmorpedye JOJATKOBUX eKCIepuMeHTiB. HamamTyBaHHS Ta MiATPUMKA KOTHITUBHHX CHCTEM
(ocobmBo GNN) BuMararoTh KBadiikoBaHUX (haxiBIiB W OOUHCITIOBAIBHUX PECYPCIB, IO MOXKE OOMEKHTU
MacoBe BIPOBA/KCHHS Ha CEPE/IHIX 1 MAJIUX MiANPHEMCTBaX. Y MUTaHHI HOBHOIIHHOT iHTErpaLii MOBEIiHKOBHX i
KOHTEKCTyaJlbHUX YMHHMKIB 4aCTO BHUHUKAIOTH MPOOJIEMH 13 KOH(IAEHUIHHICTIO Ta JETITUMHICTIO 30UpaHHs
TaKUX JaHUX.

HesBakaroun Ha meBHI abcTpakilii Ta OOMEKEHHS, MH 3BEPTAEMO yBary Ha NEPCIEKTHBHI HANPAMH IS
MaiiOyTHIX pobiT. B mepmry depry Takux sSK pO3MHUPEHHS MOZETI 32 pPaxXyHOK BKIFOYCHHS OLTBII JETATBHHUX
TICHXOJIOTIYHUX Ta COLIATPHUX MOKAa3HHKIB, OB’ A3aHUX i3 Mpo¢isiMu mparmiBHUKIB (3 ypaxyBanasM GDPR Tta
IHIINX HOPM 3aXMCTY MEPCOHATBHUX JaHUX). HacTymHuM (akTopoM MO’ke CTaTH MyJIbTHOHTOJIOTIYHUH MiAXix, a
came ToOymoBa KiTbKOX B3aeMorioB’s3aHuX B3aemomii (IT-iappactpykTypu, Oi3Hec-mIporeciB, MMOBEIIHKA
NepcoHaTy) Ta iX IHTerpamiss y cHiIbHY KOTHITUBHY muiatrdopmy. Ilpum moOynoBi Mozeni BaXKIMBUM €
aBTOMarH3alis oHoBleHHs Bayesian Belief Networks Ta GNN y peanbHOMY yaci HUIIXOM aKTHBHOTO HaBYaHHS
(active learning) Ta camoaianTHBHUX MEXaHI3MiB, 103BOJISIE 3MEHIINTH 3AJIEXKHICTD B/l pyYHHX HAJIAIITYBaHb.

BHCHOBKH Ta nepcneKTHBH NMOAAJbIINX J0CTiIzKeHb. [IpoBe/ieHe T0CiDKEHHS T0Ka3alo, 10 iHIUACHT
23 oepesns 2025 poky B IT-inppactpykrypi AT «YKp3ani3HHUIsS» Mae BUCOKY WMOBIPHICTh OYTH CKJIaJICHOO
KibepaTakor i3 CYTTEBUM iHCaWAEpPChKUM eiieMeHTOM. [IpomeMoHCTpoBaHO, 1m0 KiacudHi migxoau (SIEM) He
JIO3BOJIMJIM BYACHO ¥ IMOBHO BHUSIBUTH JIATCHTHI MAOJOHU B3a€MO/IiH, sIKi BKa3yBaJIX HA BiIXWICHHS Y TIOBEIiHIII
MPAIiBHUKIB 1 30BHIIIHI BTPYYaHHSI.

PexomeHmarisiMu aBTOpiB MO0 MONATBIIONO PO3BHTKY JOCTIKCHb BHSBICHHS IIKIIUIMBUX IHIUACHTIB €
3aCTOCYBaHHS KOTHITHMBHHX TEXHOJIOTIH 30KpeMa TiOpHIHHX CHCTEM IITyYHOTO IHTEJIEKTY, IO HOEIHYIOTH
CHUMBOJIYHI (OHTOJIOTIYHI) Ta Helipomepeskesi (rpadosi) MeToau aHam3zy. Lle namo 3Mory He TUTBKH iHTETpyBaTH
pizHOpimHI maHi (Jor-ainm, MepexkeBi Tpadikd, TOBEAIHKOBI POQisli IepCOHAITY) y €AMHUI OaraTOBUMIipHHI
NpOCTIp Ta BH3HAYaTH CKiajaeHi (riOpuini) cueHapii, Je BHYTpilIHI (aKkTOpu B3aEMOAIIOTH i3 30BHIMIHIMH
BPa3JIMBOCTSAMH, a TAKOXK OIIHIOBATH PHU3UKH 3a JOMOMOIOI0 HMOBIpHICHHX Ta TpadoBUX MOAENCH 3 OLIBIION
TouHicTIO i moBHOTOK (Recall mo 0,80).

[TpakTH4YHE 3aCTOCYBaHHS OTPUMAHUX PE3YNBTATIB IOJSTae y BJOCKOHAJIEHHI CHCTEM MOHITOPDUHTY B
KPUTHYHHX 1H}pacTpyKTypax (TpaHCHOPT, €HepreThka, OaHKIBCHKHH CEKTOp). 30Kpema, HpH PO3ropTaHHi
korHiTuBHUX SIEM HeoOXisHO 3acTOCOBYBaTH NMPAaKTUYHI KeicH BIIPOBAPKEHHS IHTEIEKTYyaIbHUX MOJYJIB, IO
00pOOIISIOTH MOBEIIHKOBI, KOHTEKCTYaJIbHI Ta OHTOJIOTIYHI JJaHi i BUSBJSIFOTH O3HAKH 1HCAHAEPCHKIX aHOMAITiH,
ORI MIUPOKO BUKOPHCTOBYIOUYH aIANTHBHI IOJITHKU JOCTYIY, IO MAa€ HA METi BiACTIIKOBYBaHHS HETHUIIOBUX
TpaH3aKLil y peallbHOMY 4Yaci Ta BHECEHHsS JMHAMIUYHHMX 3MiH y mpuBinei kopucrysauis (role-based i attribute-
based migxomu), a Takok CTBOpeHHs MpPo(diNiB AOBIpH, SKi MIiCTATh Mpoueaypr GOpPMyBaHHS iHIMBIAyalbHHX
npodidiB AOBipM Ta PU3MKY IJISl KOXKHOTO IIPAI[iBHUKA HA OCHOBI aHaNi3y iCTOPIi MOBEIIHKH, IO YMOXKJIHUBIIIOE
paHHE BHUSIBJICHHS MTOTCHIIIHHUX 1HCAWEPIB.

PexoMmeHmamissMi MOAANBIIOTO JOCTI/DKEHHS Ta TPOTHAIl iHCAHAEPCHKMM 1 CKJIaJHUM KibepaTakam, €
HEOoOXiHICTE CTBOpeHHS HamioHampbHOTO KOTHITHBHOTO IIGHTPY pearyBaHHA Ha 0a3i  IeHTpami30BaHOi
miatopmu, mo 00’ €Hy€ BiJOMOCTI TIPO 3arpO3HU 3 Pi3HUX CEKTOPIB, JO3BOJISIIOYM IMIBUIIIE 1 TOUHINIE BUSBIISATH
0araToBeKTOpHI aTaku. Takor CTPYKTYpOIO Ha TMEPIIOMY eTari MoXe cTaTd HalioHaJbHUN KOOpAWHAIiHHUN
neHTp kibepOesneku npu PHBO Ykpainm s cextopy 6e3mekn i 000pOHHU IepKaBH Ta AHTHKPU3O0BHH LEHTP
kibep3axucry OizHecy mpu TIIII VYkpainu 1y NpHBAaTHOTO CEKTOPY EKOHOMikW. Bapro 3a3HaunTH mpo
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HeoOXiIHICTh MI>KHApOAHOT Koollepalii yepe3 po3BUTOK MapTHEpPCTBa y chepi 00MiHy TOCBIIOM Ta JaHUMHU IO
aTaky, 30KpeMa 3 €BPOINEHCHKUMU Ta aMEpUKAHCHKHMHU IICHTpaMM pearyBaHHs, 100 MiJABUINIUTH TI00aJIbHY
00i3HaHICTh PO HOBI METOIH 3IOBMHUCHUKIB. | Ba)KITMBIM KOMIOHEHTOM MPAKTHYHUX PEKOMEHIAMIN € HayKOBO-
JochimHa poOora, TmOrMHOIIeHEe BHWBYCHHA IHTErpallii KOTHITMBHHX CHCTEM 13 KBaHTOBO-CTIHKHMH
KpunrorpadiyHIMHA METOJaMH 3aXHUCTY, OCKIIBKH TEXHOJOTIYHHHA PO3BUTOK BHMAara€ MPOAKTHBHOI MPOTHIIl
MaiiOyTHIM 3arpo3am.

BrpoBamkeHHsI KOTHITHBHUX pillleHb MOTpeOye 3HAYHUX (DiHAHCOBHX Ta KaOpOBHX PECypciB, TOMY ix
THPaXXyBaHHSI Ha CEpeIHi Ta Malli MiANPUEMCTBA 3aIUINAETHCA CKIATHAM NMUTAaHHAM. Be3yMOBHO, eTHYHI Ta
IOPUANYHI aclieKTH 300py MEePCOHAJIBHUX JAaHHUX JUISl MTOBEJIHKOBOTO aHai3y MOXYTh CTaTH MEPEIIKOJOI0 MpH
MacuTaOyBaHHI CHCTEM Ha pi3Hi raiysi. [Ipore ycmimHa ananranis TakuxX CUCTEM y KPUTHUHIH iHQpacTpyKTypi
(SIK-0T 3aJI3HMYHMH TPAHCIIOPT) MOXKE 3HAYHO 3MEHIIMTH PHU3UK KaTacTpo(iYHMX HACIHIAKIB BiJ IHIMAEHTIB,
MOJIOHUX 70 TOTO, 10 TpanuBces 23 6epe3nst 2025 poky.

TakuM 4MHOM, 3alPONOHOBaHI METOAM Ta PE3yJbTaTH E€KCIEPUMEHTAIBHHUX JIOCITI/DKEHb IiIKPECIIOI0Th
JIOLUTBHICTh Ta €(eKTHBHICTh KOTHITMBHUX MIiJXOMAIB JUISi BHSBIEHHS Ta NPOTUIII CKJIAJCHUM KibepaTakam,
30KpeMa 3 IHCAHIepChKOI0 CKIIAI0BOIO.
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Prokopovych-Tkachenko D.I., Rybalchenko L.V., Kozachenko I.M., Bushkov V.H., Khrushkov B.S.
Cognitive methods of countering insider and sophisticated cyber attacks: analysis of an incident
in the IT infrastructure of JSC «Ukrzaliznytsia»

On 23 March 2025, a large-scale technical failure was recorded in the IT system of JSC «Ukrzaliznytsia», which led to
the temporary unavailability of online ticketing services, blocking of service communication channels and loss of access to
critical operational data.

It is proved that this incident has the characteristics of a composite cyberattack, which includes traditional vectors of
external interference (e.g., attacks on web applications and e-service platforms), as well as a potential insider component that
enhances the destructive effect. The relevance of the study is related to the need to identify and counteract such complex threats,
where traditional means of monitoring and response are not effective enough. The article proposes cognitive methods for
indicating insider and composite cyberattacks, in particular, hybrid artificial intelligence systems that combine symbolic and
neural network methods of event analysis. The possibilities of behavioural analytics, Bayesian Belief Networks, Graph Neural
Networks and other models aimed at integrating fragmented signals and ontological reconstruction of the attack are revealed.
The author substantiates the need to embed cognitive agents in the processes of collecting and processing data from various
information channels in order to timely detect anomalous patterns in the activities of employees, contractors and external
connections.

It is concluded that it is expedient to form a single national cognitive centre for responding to incidents in critical
IT infrastructure, which would integrate behavioural, statistical and ontological analysis of events. The article outlines the
prospects for the use of such systems on a real-world scale at critical facilities, as well as possible limitations and directions for
further research in the field of cybersecurity.

Keywords: cyberattack; artificial intelligence; insider threats; multivariate analysis; cognitive agents.
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